Joe Jupin

Final Exam Questions

Question 1:  Below is a binary string that a process in the application layer wants to send to another machine.  Diagram and describe the structures and steps that are necessary to accomplish this.  The diagrams need only show the total size of header and tail structures.  Assume that sockets are used to facilitate the procedure (i.e. as in Linux) and that only the minimal headers are used.  What is the total transmitted binary length.


Answer: The process will pass the message to the transport layer through the send socket, where the TCP header will be added that is 20 bytes.  Since the maximum length of a TPDU is 65,635 bytes, no segmentation is necessary.



= 2984 bytes


The transport layer will pass this TPDU to the network layer, where another 20-byte header will be appended.  Since the maximum length of a packet is 65,635 bytes, no segmentation is necessary.



= 3004 bytes

The packet is then passed to the data link layer, where it is placed into frames.  Since the maximum data payload for a frame is 1500 bytes, the packet must be segmented.  The first frame payload will contain the IP and TCP headers (20 bytes each) and 1460 bytes of data.  The second will contain the next 1500 bytes of data.  The third and last will contain the last 4 bytes but will also have to be padded because it is less than the minimum 64 bytes in length, not including the 8-byte preamble.  The data link layer will also add a 22-byte header and a 4-byte tail containing the checksum.  The 3 frames created will be:

Frame 1:



= 1526 bytes

Frame 2:



= 1526 bytes

Frame 3:



= 72 bytes

Total transmitted length is: 3124 bytes.

Question 2:  What is a differentiated service?  Name and describe two differentiated services.

Answer: Differentiated service is a class-based approach to quality of service, which has a simpler implementation then flow-based QoS.  This service is offered in a set of routers to customers that register for it.  It is implemented through the addition of a type of service field in the customer’s packet.  The customer may have to pay more for a better class of service.  Two methods are expedited forwarding and assured forwarding.  

Expedited forwarding is a differentiated service where two types of service are available: regular service and expedited service.  The majority of packets traveling through the router are regular but a small fraction is expedited.  The expedited packets are travel through the router as though they are the only packets present.

Assured forwarding specifies that there are four priority classes, each having its own resources.  Each class has its own discard probabilities under congested network conditions: low, medium and high, defining 12 distinct service classes.

Question 3:  What is the Domain Name System?  Briefly describe how it is used. 

Answer: The Domain Name System (DNS) is a hierarchal, domain-based naming scheme and a distributed database system.  It is used for mapping host names and e-mail addresses to IP addresses.

To map a name to an IP address, an application program calls a library procedure called a revolver, passing the name as a parameter (i.e. gethostbyname function).  The revolver sends a UDP packet to a local DNS server, which looks up the name and returns the IP address to the caller.  The program can establish a TCP connection or send the destination a UDP packet with this IP address.

Question 4:  What is a transport service primitive?  Describe the five basic primitives for a simple transport service.

Answer: Transport service primitives are services, implemented with a transport service interface, provided by the transport layer to the application layer that provides necessary operations to application programs.  This service can either provide the means for a connected (TCP) or connectionless (UDP) mode of communication between endpoints.

The five primitives for a simple transport service are:

1. LISTEN – Block until some process tries to establish a connection.

2. CONNECT – Actively attempt to establish a connection by sending a connection request packet.

3. SEND – Sends data or information to receiver in a data packet.

4. RECEIVE – Block until a data packet arrives.

5. DISCONNECT – Sent to other connected machine-port to release a connection by sending a disconnection release packet.

Question 5:  (a) A newly initialized router has just received the following IP addresses (column 1, Table 1) and has discovered their next hop interface (column 2, Table 1).  Condense the list into the most efficient router table possible.  Assume that the default is Router 2.  Justify your answer.  (b) Next, determine where the IP packets in Table 2 will be routed.

	Table 1
	 

	135.46.64.0/24
	Interface 1

	192.53.40.0/22
	Router 1

	135.46.59.0/24
	Interface 0

	135.46.57.0/24
	Interface 0

	135.46.67.0/24
	Interface 1

	135.46.65.0/24
	Interface 0

	135.46.56.0/24
	Interface 0

	135.46.60.0/22
	Interface 0

	192.53.48.0/22
	Router 1

	135.46.66.0/24
	Interface 1

	135.46.58.0/24
	Interface 0

	Table 2

	192.53.41.87

	135.46.68.53

	135.46.57.103

	135.46.66.90

	192.53.46.5

	135.46.65.128

	192.46.56.8


Answer: (a) First, sort the IP addresses in ascending order (Table 3).  Then expand all near-valued decimal numbers to binary (Table 4).  The first five IP aggregations in Table 4 (marked in green) can be combined into a single address because they contain all permutations in the 135.46.56.0/21 range.  The next four (in yellow & blue) also contains a complete range but must be aggregated into two IP addresses because two interfaces are involved.  Since the different interface is a more detailed address, it is placed before the aggregated address.  The last two cannot be aggregated because the IP addresses are not contiguous.  We would need 192.53.44.0/23 & 192.53.52.0/23 to combine into 192.53.40.0/21.

	Table 4
	 

	135.46.00111000.0/24
	Interface 0

	135.46.00111001.0/24
	Interface 0

	135.46.00111010.0/24
	Interface 0

	135.46.00111011.0/24
	Interface 0

	135.46.00111100.0/22
	Interface 0

	135.46.01000000.0/24
	Interface 1

	135.46.01000001.0/24
	Interface 0

	135.46.01000010.0/24
	Interface 1

	135.46.01000011.0/24
	Interface 1

	192.53.00101000.0/23
	Router 1

	192.53.00101100.0/23
	Router 1


	Table 3
	 

	135.46.56.0/24
	Interface 0

	135.46.57.0/24
	Interface 0

	135.46.58.0/24
	Interface 0

	135.46.59.0/24
	Interface 0

	135.46.60.0/22
	Interface 0

	135.46.64.0/24
	Interface 1

	135.46.65.0/24
	Interface 0

	135.46.66.0/24
	Interface 1

	135.46.67.0/24
	Interface 1

	192.53.40.0/23
	Router 1

	192.53.48.0/23
	Router 1

	Table 5
	 

	135.46.56.0/21
	Interface 0

	135.46.65.0/24
	Interface 0

	135.46.64.0/22
	Interface 1

	192.53.40.0/23
	Router 1

	192.53.48.0/23
	Router 1

	Default
	Router 2


Answer: (b) Table 6 contains the ranges for next hops in Table 5, and Table 7 contains the next hops.

	Table 6
	 

	135.46.(56-63).*
	Interface 0

	135.46.65.*
	Interface 0

	135.46.(64,66,67).*
	Interface 1

	192.53.(40,41).*
	Router 1

	192.53.(48,49).*
	Router 1

	Default
	Router 2

	Table 7
	 

	192.53.41.87
	Router 1

	135.46.68.53
	Default

	135.46.57.103
	Interface 0

	135.46.66.90
	Interface 1

	192.53.46.5
	Default

	135.46.65.128
	Interface 0

	192.46.56.8
	Default
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