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Question 6.6

Imagine that a two way handshake rather than a three way handshake were used to set up connections. In other words, the third message was not required. Are deadlocks now possible? Give an example or show that none exist.

Answer:

Yes, they are. This situation occurs when, for example, host 2 receives an old duplicate “Connection Request” from host 1 and consequently acknowledges it but this “ack” message is lost so host1 will never know that host2 is open for any data coming from host1. The same situation also happens in the opposite direction. Finally both host1 and host 2 will be open for incoming data but neither host will know about the waiting status of the other one.

Question 6.20

Datagram fragmentation and reassembly are handled by IP and are invisible to TCP. Does this mean that TCP does not have to worry about data arriving in the wrong order?

Answer:

No. Although IP handles the complete arrival of all the fragments of a large packet, it does not take care of the assembling of the packet in the correct order (routers treat each fragment independently). The TCP entity has to take care of it. “A TCP entity accepts user data streams from local processes, breaks them up into pieces not exceeding 64KB…to fit in a single Ethernet frame….and sends each piece as a separate IP datagram…. Datagrams may arrive in wrong order Why?, so it is up to TCP to reassemble them into messages in the proper sequence.” (Page 533 textbook)

Question 6.5

Why does the maximum packet lifetime, T, have to be large enough to ensure that not only the packet but also its acknowledgements have vanished?

Answer

If a machine loses its memory or crashes, it will not know which the next identifier to assign to a new connection is, and which connection identifiers were already used. Consequently, we have to wait a time T after a packet or acknowledgement has been sent, to make sure an old duplicate appears as legitimate one to confuse matters.

Question 5.37 and 38

a) Suppose that instead of using 16 bits for the netword part of a class B address originally, 20 bits had been used. How many class B networks would there have been?

b) Convert the IP address whose hexadecimal representation is C22F1582 to dotted decimal notation

Answer

a) 

-With 16 bits we have 2^(16-2) class B networks (16384)

-With 20 bits we have 2^(20-2) class B networks (262144) [2 bits for the classful addressing]

b) C2-2F-15-82 = 11000010-00101111-00010101-10000010 = 194.47.21.130

Question 5.45

You have just finished explaining the ARP protocol to you friend. When you all done, he says: “I have got it. ARP provides a service to the network layer, so it is part of the data link layer” What do you say to him?

Answer

Data link layer does not understand the concept of IP address so it cannot provide such service to the Network layer. 

ARP is part of the network layer: Given an IP address, a host will reply (in an IP packet) with MAC address if the requested IP address matches its IP, that way the requesting host will learn which MAC address (host) has an specific IP address.

